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ThreatGet for your comprehensive  
cyber security consulting
Efficient – Your Knowledge Advantage
As ThreatGet partner, you have an outstanding advantage in the market and a knowledge edge: 
ThreatGet automates risk analyses with an updated threat catalogue from the research of  
AIT Austrian Institute of Technology.

Innovative – An Outstanding Methodology
With ThreatGet, you already participate in the system development and thus prevent expensive 
mistakes at the customer.

Winning – Guarantee the highest quality of Consulting
Through the unique methodology and our support, you ensure a high consulting quality in the  
environment of safety-critical systems.

Our promise to our partners
We accompany our partners on their way to Comprehensive consulting „Security by Design“.  
We support them with careful partner evaluation, training, marketing support and sparring coaching 
for their customer projects.
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Partner with us!

PARTNER WITH US



N E W  R E Q U I R E M E N T S ,  N E W  R U L E S 

IT development processes go through the pro-
cess from function to system, security analyses 

follow afterwards. This leads to time-consuming 
corrections and expensive delays in the Go-

2-Market.

R E G U L A T I O N S  C H A N G E  
T H E  P R O C E S S

Industries with security-critical infrastructure 
are now required by the regulator to have an 

up-to-date cyber security management system, 
for example the new European Security Directi-
ve for the automotive industry (UNECE WP29 / 

ISO/SAE-21434).

INNOVATIONSKRAFT UND KREATIVITÄT VON METHODEN, PROZESSEN UND DER LÖSUNG 

 Automated Threat Analysis

Based on the continuously 
updated threat catalogue of AIT 
Austrian Institute of Technology.

 Traceability

From the identified 
threat potentials to the 
system requirements

 Continuous Process

Integrated in model-based 
engineering.

1‘400+ Cyber Risiken
The knowledge database of AIT Austrian Institute of Technology

AIT Knowledge Base
feeds on the following sources:

>100
Threats

UNECE WP29

>300
Threats

ETSI

>400
Threats from 

other sources

>400
Threats

AIT Analyse

>200
Threats

ITU

AWARD WINNING PRODUCT

“As Cyber Security and regulatory compliance become 
the top two biggest concerns of corporate boards, some 

are adding Cyber Security experts specifically to  
scrutinize security and risk issues.” 

Gartner, April 2021

eAward 2020 
„Industrie 4.0“ of the 

Report publishing house 

Expo 2020 Dubai: selected 
exhibition project in the 

Austria Pavilion.
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From Domain to Expertise to Report

Cyber Security Expertise

Results Report
Detected Potential Threats

Domain knowledge Modeling knowhow

GAMECHANGER THREATGET  
Comprehensive Consulting  

Automated and up-to-date security analysis

GAMECHANGER  
Cyber Security by Design 

Automated threat analysis and risk assessment
With ThreatGet you identify and document the entire system development process for 
threats, automated and up to date thanks to a scientific, continuously updated threat cata-
log, developed from the AIT Austrian Institute of Technology.

Constantinus, Award 2021  
Winner Category  

„Digitisation“ and „IoT“


